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**Тематический план самостоятельной работы студента с преподавателем**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Наименование темы СРСП | Цель занятия | Форма проведения занятия | Содержание  задания | Рекомендуемая литература |
| Стандартизация, сертификация, аккредитация, лицензирование и разрешения в сфере обеспечения ИБ. | Систематизация и закрепление знаний | Конференция | 1. Подготовить доклад  2. Выполнить задание СРС 13.1.1 | [1-6]  Конспект лекций. |
| Анализ предметной области и определение требований к ИС. | Исследовать предметную область и составить спецификацию ИС | Индивидуальное консультирование по заданию | 1. Изучить и проанализировать теоретический материал, ответить на контрольные вопросы.  2. Выполнить задание СРС 13.1.2, 13.1.3, 13.1.4 | [7-10,20]  Конспект лекций. |
| Управление рисками ИБ. Выявление требований к ИБ. Риск-ориентированный подход. | Исследовать предметную область и составить каталог угроз (рисков) ИБ; выполнить оценку рисков; разработать план обработки угроз | Индивидуальное консультирование по заданию | 1. Изучить и проанализировать теоретический материал, ответить на контрольные вопросы.  2. Выполнить задание СРС 13.1.5 | [11, 12]  Конспект лекций. |
| Стандарты ИБ серия 27000 | Исследовать предметную область и составить реестр документов по стандартизации | Индивидуальное консультирование по заданию | 1. Изучить и проанализировать теоретический материал, ответить на контрольные вопросы.  2. Выполнить задание СРС 13.1.7 | [13- 17]  Конспект лекций. |
| Технология сертификации средств ИБ. Проведение испытаний объектов информатизации на соответствие требованиям информационной безопасности. | Исследовать предметную область и составить перечень национальных стандартов | Индивидуальное консультирование по заданию | 1. Изучить и проанализировать теоретический материал, ответить на контрольные вопросы.  2. Выполнить задание СРС 13.1.6, 13.1.8 | [18, 19]  Конспект лекций. |

**Темы контрольных заданий для СРС**

**Творческие и исследовательские задания (Рубежка №1)**

1. Проанализировать Казахстанское и зарубежное законодательство в области ИБ.
2. Составить глоссарий терминов.
3. Рассмотреть международные и национальные стандарты и спецификации в области ИБ.
4. Рассмотреть организационную структуру технического задания АС
5. Рассчитать класс ИС.
6. Рассмотреть сертификацию в области ИБ.
7. Проанализировать порядок разработки стандартов.
8. Проанализировать деятельность ИСО в области сертификации.

**Контрольные вопросы для СРС (Рубежка №2)**

1. Какие нормативные документы существуют в области стандартизации?

2. Что такое объект стандартизации?

3. Что является результатом этапа системного анализа предметной области?

4. Назовите известные вам способы извлечения требований.

5. Какие требования считаются модифицируемыми?

6. Какие требования считаются корректными?

7. К какому стандарту относится модель вариантов использования?

8. Для чего разрабатывается спецификация вариантов использования?

9. Какие допущения регламентирует СТ РК при написании ТЗ?

10. В каком разделе указывают требования к процессам верификации, аттестации, совместной проверки, аудита?

11. Что принято называть угрозой информационной безопасности?

12. Какова классификация угроз информационной безопасности?

13. Какие основополагающие документы используются в области информационной безопасности?

14. Что понимают под сертификацией?

15. Основные отличия сертификации от лицензирования и аттестации.
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